Insecure and Disconnected

Cyber attacks often result from a misalignment in cybersecurity
behaviors between organizations, departments and employees.

How will organizations solve this complex puzzle?

Employees are Leaking Data
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Enterprise cybersecurity monitoring policies
have yet to win over reluctant employees:
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Efforts to elevate the organization’s approach to cybersecurity — its maturity,
resilience and capabilities — can be undermined by a puzzling lack of board

agreement or executive support.

Confusion about who’s in charge: :
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81% of CEOs say they’re most accountable, while
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78% of technical executives make the same claim.4

89% of firms don’t evaluate the financial impact of big breaches.?

240/ of CEOs are unaware 90%
O of a security breach.* of organizations have a less than half have

cybersecurity strategy while fully implemented it.°

Toward Cybersecurity Resilience

The Path to Resiliency: I
Board Involvement Makes Organizations Safer
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Increased Board Increased Incident Despite Under-reporting,
Involvement in Cybersecurity Response Breaches Declined

Cybersecurity Investments Plan in Place with Board Attention




